**Fraudulent Email Alert**

This is to inform and alert  NABL  stakeholders that NABL does not send emails to laboratories asking them for user ids, passwords or personal information. All our email ids will necessarily have the domain name **“@**[**nabl.qcin.org**](http://nabl.qcin.org/)**”.**

NABL has received reports of fraudulent emails being sent to it's users with the subject line "National Accreditation Board for Testing and Calibration Laboratories. These emails have domain names different from NABL but can contain email signatures of NABL employees and links which, when clicked, will ask for your email credentials and other personal information.

If you receive a message matching the description above or if the sender's email id is not having the domain name “**@**[**nabl.qcin.org**](http://nabl.qcin.org/)**”**, do not open the email or click on the hyperlink. **Delete the email immediately.**

NABL accepts no responsibility for any loss incurred by the email recipient on providing information to fake credentials. Please report receiving fraudulent or suspicious NABL emails to [supportwp@nabl.qcin.org](mailto:supportwp@nabl.qcin.org)